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decision establishes eligibility of the
applicant to be granted a security
clearance for access at the level gov-
erned by the documented need for such
access, and the type of investigation
specified for that level in 32 CFR part
154. An unfavorable clearance decision
denies any application for a security
clearance and revokes any existing se-
curity clearance, thereby preventing
access to classified information at any
level and the retention of any existing
security clearance.

§ 155.4 Policy.
It is DoD policy that:
(a) All proceedings provided for by

this part shall be conducted in a fair
and impartial manner.

(b) A clearance decision reflects the
basis for an ultimate finding as to
whether it is clearly consistent with
the national interest to grant or con-
tinue a security clearance for the ap-
plicant.

(c) Except as otherwise provided for
by E.O. 10865, as amended, or this part,
a final unfavorable clearance decision
shall not be made without first provid-
ing the applicant with:

(1) Notice of specific reasons for the
proposed action.

(2) An opportunity to respond to the
reasons.

(3) Notice of the right to a hearing
and the opportunity to cross-examine
persons providing information adverse
to the applicant.

(4) Opportunity to present evidence
on his or her own behalf, or to be rep-
resented by counsel or personal rep-
resentative.

(5) Written notice of final clearance
decisions.

(6) Notice of appeal procedures.
(d) Actions pursuant to this part

shall cease upon termination of the ap-
plicant’s need for access to classified
information except in those cases in
which:

(1) A hearing has commenced;
(2) A clearance decision has been is-

sued; or
(3) The applicant’s security clearance

was suspended and the applicant pro-
vided a written request that the case
continue.

[57 FR 5383, Feb. 14, 1992, as amended at 59
FR 48565, Sept. 22, 1994]

§ 155.5 Responsibilities.
(a) The Assistant Secretary of De-

fense of Command, Control, Commu-
nications and Intelligence shall:

(1) Establish investigative policy and
adjudicative standards and oversee
their application.

(2) Coordinate with the General
Counsel of the Department of Defense
(GC, DoD) on policy affecting clearance
decisions.

(3) Issue clarifying guidance and in-
structions as needed.

(b) The General Counsel of the De-
partment of Defense shall:

(1) Establish guidance and provide
oversight as to legal sufficiency of pro-
cedures and standards established by
this part.

(2) Establish the organization and
composition of the DOHA.

(3) Designate a civilian attorney to
be the Director, DOHA.

(4) Issue clarifying guidance and in-
structions as needed.

(5) Administer the program estab-
lished by this part.

(6) Issue invitational travel orders in
appropriate cases to persons to appear
and testify who have provided oral or
written statements adverse to the ap-
plicant relating to a controverted
issue.

(7) Designate attorneys to be Depart-
ment Counsels assigned to the DOHA
to represent the Government’s interest
in cases and related matters within the
applicability and scope of this part.

(8) Designate attorneys to be Admin-
istrative Judges assigned to the DOHA.

(9) Designate attorneys to be Admin-
istrative Judge members of the DOHA
Appeal Board.

(10) Provide for supervision of attor-
neys and other personnel assigned or
attached to the DOHA.

(11) Develop and implement policy es-
tablished or coordinated with the GC,
DoD, in accordance with this part.

(12) Establish and maintain quali-
tative and quantitative standards for
all work by DOHA employees arising
within the applicability and scope of
this part.

(13) Ensure that the Administrative
Judges and Appeal Board members
have the requisite independence to
render fair and impartial decisions con-
sistent with DoD policy.
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(14) Provide training, clarify policy,
or initiate personnel actions, as appro-
priate, to ensure that all DOHA deci-
sions are made in accordance with pol-
icy, procedures, and standards estab-
lished by this part.

(15) Provide for maintenance and con-
trol of all DOHA records.

(16) Take actions as provided for in
§ 155.6(b), and the additional procedural
guidance in appendix A to this part.

(17) Establish and maintain proce-
dures for timely assignment and com-
pletion of cases.

(18) Issue guidance and instructions,
as needed, to fulfill the foregoing re-
sponsibilities.

(19) Designate the Director, DOHA, to
implement paragraphs (b)(5) through
(b)(18) of this section, under general
guidance of the GC, DoD.

(c) The Heads of the DoD Components
shall provide (from resources available
to the designated DoD Component) fi-
nancing, personnel, personnel spaces,
office facilities, and related adminis-
trative support required by the DOHA.

(d) The ASD(C3I) shall ensure that
cases within the scope and applicabil-
ity of this part are referred promptly
to the DOHA, as required, and that
clearance decisions by the DOHA are
acted upon without delay.

[57 FR 5383, Feb. 14, 1992, as amended at 59
FR 35464, July 12, 1994]

§ 155.6 Procedures.
(a) Applicants shall be investigated

in accordance with the standards in 32
CFR part 154.

(b) An applicant is required to give,
and to authorize others to give, full,
frank, and truthful answers to relevant
and material questions needed by the
DOHA to reach a clearance decision
and to otherwise comply with the pro-
cedures authorized by this part. The
applicant may elect on constitutional
or other grounds not to comply; but re-
fusal or failure to furnish or authorize
the providing of relevant and material
information or otherwise cooperate at
any stage in the investigation or adju-
dicative process may prevent the
DOHA from making a clearance deci-
sion. If an applicant fails or refuses to:

(1) Provide relevant and material in-
formation or to authorize others to
provide such information; or

(2) Proceed in a timely or orderly
fashion in accordance with this part; or

(3) Follow directions of an Adminis-
trative Judge or the Appeal Board;
then the Director, DOHA, or designee,
may revoke any security clearance
held by the applicant and discontinue
case processing. Requests for resump-
tion of case processing and reinstate-
ment of a security clearance may be
approved by the Director, DOHA, only
upon a showing of good cause. If the re-
quest is denied, in whole or in part, the
decision is final and bars reapplication
for a security clearance for 1 year from
the date of the revocation.

(c) Each clearance decision must be a
fair and impartial common sense deter-
mination based upon consideration of
all the relevant and material informa-
tion and the pertinent criteria in 32
CFR 154.7 and adjudication policy in
appendix H to 32 CFR part 154, includ-
ing as appropriate:

(1) Nature and seriousness of the con-
duct and surrounding circumstances.

(2) Frequency and recency of the con-
duct.

(3) Age of the applicant.
(4) Motivation of the applicant, and

the extent to which the conduct was
negligent, willful, voluntary, or under-
taken with knowledge of the con-
sequences involved.

(5) Absence or presence of rehabilita-
tion.

(6) Probability that the cir-
cumstances or conduct will continue or
recur in the future.

(d) Whenever there is a reasonable
basis for concluding that an applicant’s
continued access to classified informa-
tion poses an imminent threat to the
national interest, any security clear-
ance held by the applicant may be sus-
pended by the ASD(C3I), with the con-
currence of the GC, DoD, pending a
final clearance decision. This suspen-
sion may be rescinded by the same au-
thorities upon presentation of addi-
tional information that conclusively
demonstrates that an imminent threat
to the national interest no longer ex-
ists. Procedures in appendix A to this
part shall be expedited whenever an ap-
plicant’s security clearance has been
suspended pursuant to this section.

(e) Nothing contained in this part
shall limit or affect the responsibility
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